The Shor Algorithm

1 The Motivation:

1) Generate very large primes P and Q.

2) Create M = PQ.

3) Now randomly generate k, such that (k, ¢p(M)) = 1.
4) Find k! such that kk=! = jo(M) + 1.

To turn a message T', where T' < M, into cyphertext C:
C =TkMod M

To decrypt:

Ok~ — Tkk™! — ie(M)+1 _ (M) —

2 The Function:

f(x) =a" Mod M (1)
Define r as a number such that a” Mod M = 1. Then if r is even,
a" Mod M =1
a"—1ModM =0
(az)> =1 Mod M =0
(az +1)(az —1) Mod M =0
So (az 4+ 1)(a? — 1) is equal to some multiple of M, but neither factor alone will be a
multiple of M. Therefore the gcd of either factor with M will yield one of M’s two prime
factors. If r is not even, then pick a new a and repeat.
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The probability distribution on k& will tend to spike strongly where % ~ Z.

4 It works:

Some notes and notation:

i) A is the number of times that f(z) = f(zo), so L%J <AL L%J +1< ¥4
i) O = 2T

k=N
i7i) There are r values of k such that —§ < kr Mod N < § or =57 < 0p < 57
iv) e —1| < |af
v) 2ol <jeie _ 1| (When |o| < )
vi) < 30(M)<M<VN

Now, for some k such that —5 < kr Mod N < 5, we have — 757 < 0 < 7 and:
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In general, there are a different solutions for b in the equation: —§ < abMod M < §
for any M. Therefore, for £ € {0,...,7 —1}:

N 1 N 1 T T 4
— — =< k</{— — | = —— < <—-)>—=~= .
P<€T 2_k:_€r+2) P( 2_k:rModN_2>_7T2 40.5% (8)

5 Here’s what you do with the results:

Looking at these Values 1n the form:
14

r 2N , N — 7“ + 2N
= |y -7l < 2N
This value of is unique. For two distinct rational numbers 7 and g, with ¢,d < M,

we have ‘f — f‘ = ‘“d bc‘ > 52+ S0, assuming there are two solutions, f:, f we have:
li_£<£_€ ﬁ_él <L+L<i (9)
r r| T |N r N """~ 2N 2N — M?2

Which is impossible for r/,, distinct and r, 7" < M.



Now, find the continued fraction expansion of %, and take successfully longer and longer
approximations until % is found.

If (¢,r) = 1, then r is found. Otherwise, some fraction of r is found. However,
P((lr)=1) = % ~ 61%, which is pretty good. Also, most of the remaining 39% take

the form of ¢ and r sharing 2, 3, or 5.

6 QFT in detail:
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